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MEANS OF PROOF IN THE CRIME OF
ELECTRONIC EXTORTION IN THE SAUDI
SYSTEM (A COMPARATIVE STUDY)

Abstract

The crime of electronic blackmail and ways to prove it in the Saudi system (A
COMPARATIVE STUDY) Prepared by: shimaa waleed sadagah merdad Supervised by: D.
majda fuad Mahmoud Mustafa Abstract In Despite of the technical advantages of the use of
Internet, it also imposes many disadvantages one of the main is the emergence of a criminal
phenomenon called information crimes. Since the crime of cyber, blackmail is considered
one of the most widespread dangerous cybercrimes, which poses a threat to the individual
and society due to the difficulty of capturing legal evidence of the crime and how easy for
offenders to dispose it. Therefore, it was necessary to study the crime of cyber blackmail and
its evidence collection methods, this study aims to clarify the concept of cyber blackmailing
by showcasing its types, pillars, and characteristics as well as its penalty. Includes studying
the modern and traditional methods of proof in this specific crime. This study is divided into
two chapters, the first included is an introductory chapter that studies the nature of cyber
black mailing, and its characteristic. The second chapter examines the cyber blackmailing
methods. The researcher has concluded the following conclusions, that the cybercriminal
has specific and many motives that he seeks to achieve, and that the predominant motive in
the crime of cyber blackmailing is to obtain quick financial benefit. Hence, the Saudi
regulator and the UAE legislator have stipulated the punishment of the blackmailer in the

crime of electronic extortion by imprisonment or a fine or both. The digital evidence is



considered the new evidence of cybercrimes. And by following the Saudi and UAE law, we
find that they taken digital evidence as a legitimate criminal proof. The researcher
recommends that there be coordination and cooperation between different countries to face
cybercrimes in general and the crime of cyber blackmailing in particular, as well as the

continuous follow-up to th



